Product Certification Application Form

**Wniosek certyfikacyjny**

|  |
| --- |
| Applicant Data**Dane wnioskodawcy** |
| Trade Name:**Nazwa firmy:** |
| Corporate Identity:**Nazwa skrócona:** |
| Registration address:**Adres siedziby:** |
| Registered Company Number:**REGON lub KRS:** |
| Representative(s) of the applicant:**Osoby upoważnione do reprezentacji Wnioskodawcy:** |
| \_ \_\_\_\_\_\_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_Given Name, Middle Name and Family Name**Imię (imiona) i Nazwisko** | \_ \_ \_\_\_\_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_Given Name, Middle Name and Family Name**Imię (imiona) i Nazwisko** |
| REQUESTS from the Certification Body of the IT Security Evaluation and Certification Scheme (PC1/2.2) the certification of the following product, according to the indicated scope, the attached documentation and to the applicable certification requirements and procedures.**ZWRACA się do Jednostki Certyfikującej z wnioskiem o certyfikację produktu w Programie Oceny i Certyfikacji Bezpieczeństwa IT (PC1/2.2), zgodnie ze wskazanym zakresem, załączoną dokumentacją oraz obowiązującymi wymaganiami i procedurami.** |
| Scope of the certification**Zakres certyfikacji** |
| Product to evaluate:**Przedmiot oceny:**  |
| Evaluation standards and levels: **Normy i poziomy oceny:** |
| Identification of the laboratory (ITSEF) that shall perform the evaluation activities**Wskazanie Laboratorium (ITSEF), które przeprowadzi działania w ramach oceny** |
| Trade Name of the Laboratory (**ITSEF)**: **Pełna nazwa** **Laboratorium (ITSEF):** |
| Premises where the development or integration of the product to evaluate takes place:**Lokalizacje, w których odbywa się wytwarzanie lub integracja przedmiotu oceny:**  |
| Documentation attached and product samples**Załączona dokumentacja i próbki.** |
| **꙱** Declaration of knowledge and acceptance of the terms and requirements of the requested certification / **Oświadczenie o znajomości i akceptacji warunków i wymagań certyfikacyjnych** |
| **꙱** Security Target(ST)/ **Specyfikacja zabezpieczeń (ST) :** \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ *Document name, version, date of approval / Nazwa dokumentu, wersja, data zatwierdzenia*  |
| **꙱** Protection Profile (PP)\*/ **Profil zabezpieczeń\*:** \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_\_ \_ *Document name, version, date of approval/Nazwa dokumentu, wersja, data zatwierdzenia**\*if applicable/ jeżeli dotyczy* |
| ꙱ Written proof of the payment of the public costs of application review/  **Pisemny dowód opłacenia kosztów przeglądu wniosku\*.**\**zgodnie z „Regulaminem opłat za usługi certyfikacyjne świadczone przez Jednostkę Certyfikującą NASK-PIB w ramach Programu oceny i certyfikacji bezpieczeństwa IT - PC1”* |
| **꙱** Sample of the product to evaluate / **Egzemplarz przedmiotu oceny** \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ *Product identification, version, date of delivery / Identyfikacja produktu, wersja, data dostarczenia* |
| Date: \_ \_ \_ \_ \_ \_ \_ \_ \_ \_ **Data: \_ \_ \_ \_ \_ \_ \_ \_ \_ \_** |
| Signature of the Applicant: **Podpis Wnioskodawcy:** |

………………………., ……………………

 (miejscowość) (data)

**Oświadczenie o znajomości i akceptacji warunków i wymagań certyfikacyjnych**

Ja/my niższej podpisani/y/a reprezentujący/a firmę…………………………………………………………………………. (zwaną dalej: klientem) oświadczamy, że zapoznaliśmy się i akceptujemy warunki i wymagania mające zastosowanie do wnioskowanej certyfikacji cyberbezpieczeństwa produktu/ profilu zabezpieczeń, opisane w dokumentach „Program oceny i certyfikacji bezpieczeństwa produktów IT” (PC1), procedurze „Certyfikacji produktu” (P33) oraz „Regulaminie opłat za usługi certyfikacyjne świadczone przez Jednostkę Certyfikującą w ramach Programu oceny i certyfikacji bezpieczeństwa IT - PC1” opublikowanych przez Jednostkę Certyfikującą Naukowej i Akademickiej Sieci Komputerowej – Państwowego Instytutu Badawczego (zwaną dalej: jednostką certyfikującą) oraz deklarujemy spełnienie poniższych postanowień:

1. Klient zawsze spełnia wymagania certyfikacyjne łącznie z wdrożeniem właściwych zmian, jeśli zostaną zakomunikowane przez jednostkę certyfikującą;
2. Jeżeli certyfikacja ma zastosowanie do istniejącej produkcji, certyfikowany wyrób stale spełnia wymagania dotyczące wyrobu;
3. Klient zrealizuje wszystkie niezbędne ustalenia w celu:
	* + 1. przeprowadzenia oceny oraz nadzoru (jeżeli jest wymagany), łącznie z dostarczeniem dokumentacji i zapisów do ich zbadania oraz zapewnieniem dostępu do właściwego wyposażenia, lokalizacji, obszaru (ów), personel u oraz podwykonawców klienta;
			2. rozpatrzenia skarg;
			3. uczestniczenia obserwatorów, jeżeli ma to zastosowanie;
4. Klient ma prawo powoływać się na certyfikację zgodnie z zakresem certyfikacji;
5. Klient nie wykorzystuje certyfikacji swoich wyrobów w sposób mogący zdyskredytować jednostkę certyfikującą i nie wydaje oświadczeń odnoszących się do certyfikacji swoich wyrobów w sposób, który jednostka certyfikująca mogłaby uznać za wprowadzający w błąd lub nieuprawniony;
6. Po zawieszeniu, cofnięciu lub zakończeniu certyfikacji, klient zaprzestaje stosowania wszelkich działań reklamowych, które zawierają jakiekolwiek odniesienie do niej i podejmuje działania wymagane przez program certyfikacji (np. zwrot dokumentów certyfikacyjnych) oraz podejmuje wszelkie inne kroki, jakie są wymagane;
7. Jeżeli klient dostarcza innym kopie dokumentów certyfikacyjnych, dokumenty te powinny być skopiowane w całości lub w sposób określony w programie certyfikacji;
8. Powołując się na certyfikację swoich wyrobów w środkach przekazu, takich jak dokumenty, broszury lub w reklamie, klient spełnia wymagania jednostki certyfikującej lub realizuje to w sposób określony w programie certyfikacji;
9. Klient spełnia wszystkie wymagania, które mogą być określone w programie certyfikacji, odnoszące się do wykorzystania znaków zgodności i do informacji związanej z wyrobem;
10. Klient utrzymuje zapisy z wszystkich reklamacji, jakie są mu znane, które odnoszą się do zgodności z wymaganiami certyfikacyjnymi i udostępnia te zapisy jednostce certyfikującej na życzenie, oraz:
11. podejmuje właściwe działania w związku z takimi reklamacjami i wszelkimi brakami stwierdzonymi w wyrobach, które oddziałują na zgodność z wymaganiami certyfikacyjnymi;
12. dokumentuje podjęte działania;
13. Klient bez zwłoki informuje jednostkę certyfikującą o zmianach, które mogą oddziaływać na jego zdolność do spełniania wymagań certyfikacyjnych.

……………………………………

………………………., ……………………

 (place) (date)

**Statement of knowledge and acceptance of the terms and requirements**

We, undersigned, being the legal representative/-s of the company ..................................................... (Hereinafter referred to as ‘client’), hereby declare that I / we know and accept the terms and requirements applicable to the cybersecurity product/security profile processes as stated in the documents ‘IT Security Evaluation and Certification Scheme’ (PC1), ‘Product certification’ (P33) and ‘Regulations of fees for certification services provided by the Certification Body under the IT Security Evaluation and Certification Programme’ published by the Certification Body Research and Academic Computer Network - National Research Institute (hereinafter referred to as ‘certification body’) and declare as follows:

* 1. The client always fulfils the certification requirements, including implementing appropriate changes when they are communicated by the certification body;
	2. If the certification applies to ongoing production, the certified product continues to fulfil the product requirements;
	3. The client makes all necessary arrangements for:
1. the conduct of the evaluation and surveillance (if required), including provision for examining documentation and records, and access to the relevant equipment, location(s), area(s), personnel, and client’s subcontractors;
2. investigation of complaints;
3. the participation of observers, if applicable;
	1. The client makes claims regarding certification consistent with the scope of certification;
	2. The client does not use its product certification in such a manner as to bring the certification body into disrepute and does not make any statement regarding its product certification that the certification body may consider misleading or unauthorized;
	3. Upon suspension, withdrawal, or termination of certification, the client discontinues its use of all advertising matters that contains any reference thereto and takes action as required by the certification scheme (e.g. the return of certification documents) and takes any other required measure;
	4. If the client provides copies of the certification documents to others, the documents shall be reproduced in their entirety or as specified in the certification scheme;
	5. In making reference to its product certification in communication media such as documents, brochures or advertising, the client complies with the requirements of the certification body or as specified by the certification scheme;
	6. The client complies with any requirements that may be prescribed in the certification scheme relating to the use of marks of conformity, and on information related to the product;
	7. The client keeps a record of all complaints made known to it relating to compliance with certification requirements and makes these records available to the certification body when requested, and:
4. takes appropriate action with respect to such complaints and any deficiencies found in products that affect compliance with the requirements for certification;
5. documents the actions taken;
	1. The client informs the certification body, without delay, of changes that may affect its ability to conform with the certification requirements.

……………………………………